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OUR COLLECTION OF INNOVATIVE CYBER RISK CAPABILITIES & BRANDS

TRAINING

Recorded & Live Training

Mature your board, executives, management, and employees with the right level of cybersecurity awareness. We have a unique program for each audience, including a series for organizations seeking to mature their incident response capability while satisfying regulatory compliance requirements.

Examples of our available courses include, but are not limited to:

- Executive Introduction to Cyber Security: An 8-part customizable program.
- 60 Seconds of Cyber: 1-3 minute security awareness video series for staff.
- Cyber Crisis Management Planning Professional (C2MP2): Based on our own published book; designed to help organizations prepare for a major cyber incident.
- Cyber Crisis Management Exercise Professional (C2MEP): Teaches students how to build, execute, and assess cyber war game exercises.
- Cyber Crisis Management Leadership Professional (C2MLP): Prepares senior management and key executives to lead during non-routine major cyber incidents.

Custom Cyber Training

We can tweak, twist, and even build new cybersecurity training to meet the exact specifications of our clients. We are happy to customize our existing content such as adding a video message from your CEO or a logo. Just let us know what you have in mind and we will provide a free quote.

Industry Cyber Security Certifications

When it comes to industry certifications, we offer a unique combination of foundational skills required to establish a solid baseline of cyber security knowledge and advanced skills around cyber crisis management and the CMMC. As such, we are pleased to offer ISO 27001 Foundations, ISO 27032 Foundations, Ethical Hacking Associate, Cyber Forensics Analyst, CMMC Foundations, Certified CMMC Professional, and Certified CMMC Assessor training (CMMC training is available via our CMMC Training Academy).

Additional industry-accepted certification courses are offered. Please inquire for our current list.
Cyber Security Assessments & Implementation Management

Shining sunlight on an organization’s capabilities, processes, and practices can feel like an intrusion. That is unless your assessor is invested in providing guidance on how to close any gaps. We want your organization to be secure and resilient and it begins with understanding the current state of the information security system and program. The subsequent move from the current state to the ideal, target state requires a risk-driven, financially-balanced prioritized strategy unique to every customer.

- **Mini Gap Assessment**: A 5-day rapid gap assessment of an organization’s cybersecurity program and capabilities across 17 domains.
- **Moderate Gap Assessment**: A 10-day moderate gap assessment of an organization’s cybersecurity program, capabilities, and processes across 17 domains.
- **Deep Gap Assessment**: A 15-day deep gap assessment of an organization’s cybersecurity program, capabilities, processes, and practices across 17 domains.
- **CMMC Maturity Level 1-5 Readiness Assessment**: A rapid gap analysis to help an organization determine its readiness for a Cybersecurity Maturity Model Certification (CMMC) Maturity Level 1 assessment.
- **MSSP/MDR Incident Response Organizational Certification (IROC)**: (Via our Cyber Crisis Response): The IROC is an unbiased assessment of an MSSP/MDR organization, processes, resources, and capabilities. For the MSSP/MDR its a market differentiator. Buyers of MSSP/MDR services gain an independent appraisal of the MSSP/MDR capability maturity. Our Cyber Crisis Management training series—C2MP2, C2MEP & C2MLP— is integrated to empower MSSP/MDR clients to expand their offerings to include these new capabilities.
- **Rapid Cyber Crisis Management Plan Review**: (Via our Cyber Crisis Response brand): Evaluates the capabilities of the cyber crisis response team against a proprietary baseline of performance criteria. These services can be delivered during an active crisis or during cyber war game exercises. lead the effort to build a CCMP for your organization.
- **Cyber Crisis Leadership Capability Assessment** (Via our Cyber Crisis Response brand): Evaluates the capabilities of the cyber crisis response team against a proprietary baseline of performance criteria. These services can be delivered during an active crisis or during cyber war game exercises.
SPOTLIGHT ON: INCIDENT RESPONSE MATURITY

A Board-Level Initiative

With the growing number of sophisticated cyberattacks targeted at critical infrastructure, industry regulators and lawmakers are establishing mandates that organizations ensure an overall mature incident response capability exists and that the program includes integration with board members.

Our Technology and Cyber Security Incident Response Maturity Program is tightly aligned with these demands and serves as an industry standard for implementation.

Our experience began with developing the cyber crisis management plan for American Express in 2014 and spans up to the recent past where that same multinational financial services giant put us to task to develop the cyber crisis management plan for their new joint venture in China, Express (Hangzhou) Technology Services Company.

This was followed with the development of bank-level cyber crisis management plans for five banks across the United States, Canada, Mexico, Russia, and India, which were integrated into the overarching enterprise incident response plan and process.

We continue to optimize and mature the overall approach to the management of high severity incidents, including a more holistic approach as shown in the graphic above.

This approach includes assessing or building policies, verifying a robust threat-centric, runbook-based response capability, ensuring the presence of a cyber crisis management plan (including technology-centric operational risk events and variances for data and non-data cyber security incidents), training senior leadership to effectively lead during the non-routine fog of cyber war, building, executing, and assessing tabletop and operational exercises, and evaluating the overall incident response program with documented accountability for making improvements.

No other consulting firm offers this integrated framework.
Our nation’s military supply chain is vulnerable to attack from adversaries near and far. We are doing our part to help secure the nation by providing training to professionals and organizations.

We are a Cybersecurity Maturity Model Certification Accreditation Body (CMMC-AB) approved Licensed Training Provider authorized to deliver the following training:

- Certified CMMC Professional (CCP)
- Certified CMMC Assessor Level 1 (CCA-1)
- Certified CMMC Assessor Level 3 (CCA-3)
- Certified CMMC Assessor Level 5 (CCA-5)

The Department of Defense’s transition to the CMMC puts in place evidence-based compliance requirements for contractors in the defense industrial base. These organizations seeking certification above Level 2 have Cybersecurity Awareness and Training requirements, which we help satisfy through the following online courses.

- Advanced Persistent Threats (APTs)
- Breaches
- Insider Threats
- Job Duties & Responsibilities
- New Employee Onboarding
- Policies, Standards, and Procedures
- Security Risks
- Social Engineering
- Suspicious Behavior
A nonprofit cyber security vocational education institution.

PROUDLY SERVING

- Underserved
- Low Income
- Veterans
- Former Teachers
- Former Law Enforcement
- Former Incarcerated

The four-week, full-time immersion boot camp program includes training leading to industry-accepted certifications covering the foundations of cyber security, hacking, digital forensics and incident response, information security system management, project management, and business communications.

The program is designed to provide employable knowledge, skills, and abilities leading to entry-level employment within the cyber security career field.

Industry-Accepted Cyber Security Certifications

- ISO/IEC 27032 Certified
- EC-Council's Ethical Hacking Associate
- EC-Council's Cyber Forensics Associate
- ISO/IEC 27001 Certified

Value-Added Professional Skills Certifications

- Project Management Institute's Project Management Ready
- Certiport's Communications Skills for Business
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